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Overview of The Flame

The Flame (Da Flame) was discovered in 2012 in the Middle East Countries attacks computers running the Microsoft Windows operating system. According to (1), Flame has been operating since at least 2010. Its highly modular design allows Flame’s controller to add additional components and capabilities. The Flame uses advanced compromise techniques and uses a variety of know vulnerabilities to exploit and maintain access to the system.

According to (2), the Flame weighs 20 MB (all components sum up) which is big compared to other malware (Stuxnet only weighs hundreds of kilobytes). Flame is sophisticated because it can record audio, capture screen, and transmit visual data. Furthermore, it can steal information from the input boxes and password fields (even when they are hidden behind asterisks). Also, it can scan for locally visible Bluetooth devices if there is a Bluetooth adapter attached to the local system.

# how the Flame is loaded onto computers

Because the Flame is too big, it was loaded into the system in pieces. The first component is about 6 megabytes and contains half a dozen other compressed modules. Then it will decompress the other modules and install them in various places on the hard disk.

## capabilities future versions of Flame

The 1st Information Operations (IO)
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